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+ MPI- / Profibus connecting cable (for Tele-Service)

Please make sure to update your drivers before using our products.

Remote-maintenance Pilz-PLC

Remote-maintenance of a Pilz-controller with network-connection via secure VPN-tunnel
of the TeleRouter



Saving of phone cost through call-back

You need a communication over the phone with your operation of facilities, but do not
want to pay the phone bills? No problem, with the TELE-router you are able to work even
with recall. This means that you first call the device and tell him that you want a call back.
If the credentials are correct and the recall is permitted, the TELE-router connection is
terminated and then it calls back the transferred number. Your customer shall bear the cost
of the connection.

Remote-maintenance Siemens-S7-PLC with MPI/Profibus with firewall

Remote-maintenance of a Siemens-S7-controller with S7-LAN on MPI/Profibus via
secure VPN-tunnel and scalable firewall



Watching of S7-PLC-devices via LAN without Ethernet-CP

Your panel only has a LAN-socket as PLC-interface? No problem, connect this socket
with the S7-LAN or the MPI-LAN-cable and plug it directly on the PPI/MPI/Profibus of
the PLC. Then access to the variables and data of the PLC is already available.

Without LAN-cable round of the PLC

Your're right in the middle of your production line and and should move around the
machine and simultaneously observe / manage. No problem, you parameterize the
S7-WLAN-Bridge, connect to the MPI-LAN and connect to an access-point or with the
ad-hoc-network of your laptop and are ONLINE on the PLC.



Integrated dhcp-server

You use your PC in your company network with DHCP, so you dont have to care the
everlasting setting of the ip-address. No problem, ALF also can be configured as a
DHCP-server and assigns you accessing to the device via LAN or WLAN an ip-address
from a predefined address range.

Network analysis/monitoring made easy

Analyze network-problems and network-conflicts with little effort. Simply plug the TINA
into the network, open website of the integrated web-server via WIFI and start working.
 No unnecessary search for a hub to record the logs. TINA records in the usual
WireShark-format, i.e. save the recording on a PC and view and evaluate it later with
WireShark.
 Monitoring the network, automatically send an email to the administrator if there is no
participant or if there is a new participant (Intrusion-detection into the network)
 Calculate the probability of failure of the participants
 All of this can be achieved with TINA


