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Please make sure to update your drivers before using our products.

EtherSens-cloud

By the EtherSens-cloud each EtherSens-device can exchange data, transfer data and
forward to other devices. As if you use one device that records all necessary parameters
centrally.



Secure access through VPN

Secure connection via network or internet or via modem-line with VPN? 
 The TeleRouter fulfills all of these requirements. It contains an engine for VPN,
regardless of whether a server or a client is required. Configuration of the VPN-engine
and the device in general via the integrated web-server.
 A corresponding VPN-client for Windows can be downloaded free of charge as an
installation-script from the download-page.

PLC coupling (data exchange between PLCs)

Your pumping stations report the water levels of the central control via telephone
network. The central office itself can of course transmit commands/messages to the
substations as well. Thereto no dedicated line is required, a "normal" telephone
connection is sufficient because the devices hangs up the line after occured message.



S7-CP-replacement (without LAN-CP to the PLC-device)

Do you have a S7-PLC-device without CP243-1, CP343-1 or CP443-1 and would like to
connect via LAN? Then plug the S7-LAN on the PLC-device and your access via
RFC1006 is ready for use.

Without LAN-cable round of the PLC

Your're right in the middle of your production line and and should move around the
machine and simultaneously observe / manage. No problem, you parameterize the ALF,
connect to the S7-LAN and connect to the WIFI-network of the ALF and are ONLINE on
the PLC.



Serial programming of the S7- PLC

With the MPI/PPI-cable you have the ability to access a connected SPC-PLC S7-200 (PPI
9600 Baud and 19200 Baud) as well as S7-300/400 (MPI/Profbus 9600 Baud up to
187500 Baud) via PC serial with up to 115200 Baud for reading respectively writing of
data.

Detect and alarm Profinet burglary

Detection and logging of unauthorized access in the defined Profinet
 Attempted break-ins and access to the network are recognized immediately and e.g.
reported by email
 Logging of all accesses in the network for historical processing
 Possible data-storage USB-stick or FTP-server via USB-network-stick.


